
ADOPTED 13 March 2024 

South Worcestershire Circuit 

Wi-Fi Acceptable Use Policy 

.................. Church grants you free access to its Wi-Fi network service providing you agree 

to abide by this policy. By connecting to our Wi-Fi service, you confirm that you accept the 

terms of this policy and that you agree to comply with them.  

• This policy outlines the standards which the church requires all users of its electronic 

communications systems and equipment. 

• We recommend that you keep a printed copy of these terms for future reference. 

• It is the responsibility of parents and guardians of children and young people to make 

them aware of the potential risks of using the internet. 

Access to the church Wi-Fi service is provided on condition that: 

• You do not access, display, create, or transmit any material 

o which in law it would be an offence to possess, transmit or publish 

o which could be reasonably expected to cause offence to church members of 

members of the public 

o which is designed or likely to cause unnecessary anxiety, threats, the 

promotion of religious or racial hated or violence 

• If you inadvertently access such material, you immediately log off the site.  

• You do not attempt unauthorised access to restricted areas of the network. 

• You use your equipment entirely at your own risk 

• You do not attempt to gain access to any other visitor’s computer or other wireless 

device. 

• You do not transmit or download anything other than copyright free material. 

Deliberate or wilful misuse of the church’s internet service may result in your access being 

withdrawn. 

Conditions of use:  

 

• .................. Church will not accept l liability for any damage or malfunction however 

caused. 

• ...................... Church does not accept any responsibility for the availability of the Wi-

Fi service, nor any liability for any loss resulting from it not being available. 

• It is recommended that you have anti-virus and anti-malware software installed on 

your PC and that you keep it updated. 

• ......................... Church accepts no responsibility for viruses or security breaches. 

• Financial transactions may be carried out using the wireless Internet. Responsibility 

for the security of such transactions rests with the user and ............... Church cannot 

accept responsibility or liability for any loss or damages arising from such use of its 

network. 

Unlawful violations of these conditions resulting in loss or damage to the ........................ 

Church, including its reputation, may be referred for legal action or to the police. 


